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************START OF CHANGES

5.5.X 	Key issue #5.X on authentication to a public network integrated NPN
5.5.X.1	Key issue
A public network integrated NPNs is a NPN made available via PLMNs. The UE has a subscription for the PLMN. According to clause 5.15 of 23.501 the NPN is made availabe e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. 
This key issue provides details on the authentication of PNiNPNs.
5.5.X.2	Security threats
The UE is authenticated to the PLMN and can access the NPN without extra authentication. Risk of unauthorized access to the NPN.
The authentication credentials used for PLMN authentication and NPN authentication do not differ.
5.5.X.3	Potential security requirements
PNiNPN shall use different authentication credentials than the 3GPP credentials for PLMN access and authentication.
************END OF CHANGES

